
Keep software updated

Keep the operating system and security 
software up to date on all devices.

Protect accounts with 
strong authentication

Always enable two factor authentication (2FA), 
which requires an additional code to log in.

Avoid phishing attempts

Never click on a link or open an attachment in a 
message or email from someone you don’t know.

Protect mobile devices

Keep the operating system and security 
software up to date on your mobile device.

Use unique passwords

Create strong passwords.  
Learn how from ConnectSafely.org.

Use trusted security tools

Use tools and services to improve your security.
Visit FightCybercrime.org for a list of quality 

security products and services.


